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La Comisión Nacional de los Mercados y la Competencia (CNMC) ha aprobado desregular el mercado
mayorista de terminación de llamadas en redes fijas (ANME/DTSA/001/25). El servicio de terminación fija
permite que los clientes de un operador (fijo o móvil) puedan llamar a los clientes de telefonía fija de otros
operadores. Para ello, el operador que realiza la llamada paga un precio de terminación al operador de
telefonía fija que la recibe. Como todos los operadores de telefonía fija cursan llamadas a otros operadores,
y a su vez reciben llamadas de ellos, todos los operadores de telefonía fija son a la vez proveedores del
servicio de terminación y clientes de sus competidores. Análisis de la CNMC El análisis del mercado
minorista de tráfico telefónico fijo constata que el uso de las llamadas de voz fija está perdiendo peso de
manera sostenida. Por ejemplo, desde 2020, el tráfico ha descendido cerca de un 65 % en el segmento
residencial y casi un 35 % en el empresarial. Los ingresos medios por línea se han reducido de 3,39 a 1,96
euros mensuales. Si se considera el tráfico total de voz, tanto fijo como móvil, el tráfico de voz fija
representa solo el 7,4 %.

FUENTE:CMNC

La CNMC retira la regulación nacional del mercado mayorista
de terminación de llamadas fijas
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Este mercado incluye los servicios de terminación fija, indispensables para completar las
llamadas entre operadores. 
Actualmente, la Comisión Europea fija el precio máximo de este servicio mayorista para toda
Europa.

INFO TELECCOO 02

El operador con mayor cuota de mercado en
términos de tráfico es Telefónica, con un 41 %,
seguida por MASORANGE (resultado de la fusión de
Orange y Masmóvil), con un 29 %.

El análisis desde un punto de vista mayorista constata que,
aunque cada operador actúa como un monopolista dentro de
su red, no hay riesgo de que se establezcan unos precios
excesivos en ese mercado mayorista. Ello es así porque el
Reglamento Delegado (UE) 2021/654, de ámbito europeo,
establece un precio mayorista máximo de terminación fija de
0,07 céntimos por minuto para todos los países de la Unión
Europea. 

La CNMC tampoco ve probable que los operadores
incurran en prácticas anticompetitivas distintas a la
fijación de precios excesivos (como denegación de acceso
o condiciones discriminatorias). En el hipotético caso de
que ocurriera, la CNMC podría actuar mediante
herramientas regulatorias como la resolución de
conflictos o la imposición de obligaciones simétricas.
Como resultado de este análisis y tras revisar las
observaciones recibidas durante la consulta pública y de
la Comisión Europea, la CNMC ha decidido desregular el
mercado y, por tanto, levantar las obligaciones a las que
actualmente están sujetos los operadores, en un plazo de
seis meses.
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Telefónica y OpenAI alcanzan un
acuerdo para integrar ChatGPT Plus en
Movistar

+ Info

Telefónica y Zegona abren
negociaciones para la compra de
Vodafone en el primer semestre

Fusiones

+ Info
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Orange afronta el
pago de 35
millones por el
fraude fiscal de
sus proveedores

Multa

+Info

Fuente:vozpopuliFuente: cincodias

Fuente:elconfidencial

Digi bate su récord
histórico al rozar el
millón de
portabilidades
netas en 2025

+Info

Echarri adelgaza
Avatel para
intentar vender la
'teleco' antes de
que termine 2026

+ Info

Portabilidades

La UE aprueba vetar
empresas como
Huawei y da 36
meses a España
para eliminarlas

+ InfoFuente:theobjetive

Ere

Los clientes de la operadora podrán acceder gratis
al servicio premium de ChatGPT durante seis
meses

Vetos

La nueva normativa no solo
establece proveedores de
alto riesgo, sino que
también países de alto
riesgo.

La justicia avala una
regularización de
Hacienda que le a
desembolsar 25 millones
en IVA por el periodo
2014-2016 y más de 10
millones de sanción por
falta de diligencia

Solo en diciembre, la
teleco registró 144.000
cambios de línea, un
31% más que en el
mismo mes del año
previo

La operadora catalana
cede el 50% de su
capital a cambio del
negocio de Avatel en
Cataluña, Baleares y
Levante

INFO TELECCOO 03

La empresa dirigida por Marc Murtra quiere
avanzar la operación y encarrilarla este trimestre

Fuente:theobjetive Fuente:cincodias

https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/FB%20NP%2046%20SECTOR%20TEF.pdf
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/FB%20NP%2046%20SECTOR%20%20VDF%202.pdf
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/2026%20FB%20NP%20N46%20SECTOR%20MASORG%20%281%29.pdf
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/2026%20FB%20NP%2046%20SECTOR%20DIGI.pdf
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/2026%20FB%20NP%2046%20SECTOR%20AVATEL.pdf
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/NP%20N46%20SECTOR%20UE.pdf


La vicepresidenta
de Huawei en

España, Carmen
González: "La

regulación
tecnológica no

debe partir de la
geopolítica"

RECORTES
DE PRENSA
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INFO TELECCOO 04

PROTEGERNOS ANTE LAS ALERTAS ROJA O
NARANJA DEBE SER PRIORITARIO

Fuente:ccootelecomunicaciones

Actualización salarial en 2026 en Contact
Center
Fuente:ccootelecomunicaciones

Los responsables de las
principales operadoras
se reúnen en Bruselas
apenas dos semanas
antes de que se
presente la nueva ley
de Redes Digitales.

Fuente:cincodias Leer Más

Infinigate Iberia ha identificado las claves que marcarán la
ciberseguridad en 2026. El informe describe un entorno sin límites
físicos, ataques globales y empleados como punto central de la
seguridad, no como elemento accesorio

La ejecutiva reflexiona sobre el comienzo de un
nuevo curso para el gigante tecnológico con más
de 700 empleados en España.

Leer Más

Leer Más

Fuente:redes&telecom

¿Cúales son las claves que marcarán
la ciberseguridad en 2026?

Leer Más

CCOO Telyco reclama a la empresa que no
incumpla el convenio en vigor sobre solicitud
de vacaciones durante el Blackfriday

Leer MásFuente:ccootelecomunicaciones

LOS GIGANTES
EUROPEOS DE LAS

TELECOMUNICACIO
NES INSTAN A

RIBERA PARA QUE
FACILITE LAS

FUSIONES

Fuente:elconfidencial

Los ciberataques avanzan con la misma rapidez que la información y las
empresas operan con equipos, dispositivos y accesos dispersos por múltiples
ubicaciones. La seguridad ha dejado de depender de perímetros físicos y pasa a
ser un sistema en movimiento, donde el tiempo de reacción define la protección.
El informe resalta que el reto ya no es solo técnico, sino de adaptación al ritmo
al que cambian amenazas y entornos. La respuesta debe ser inmediata y
apoyarse en datos en tiempo real y análisis predictivos.
Esta velocidad afecta a la continuidad del negocio, uno de los ámbitos más
expuestos. La lectura prioriza la capacidad de anticipación: las organizaciones
tendrán que actuar antes de que el ataque cause impacto, utilizando inteligencia
de amenazas y correlación de riesgos automatizada, siempre con validación
humana.

Zero Trust y observabilidad

El modelo Zero Trust se presenta como un estándar funcional: verificar cada
conexión, usuario y dispositivo según el contexto, sin asumir confianza previa.
Este principio ya no es opcional, sino un patrón operativo. La noticia no se
centra en la teoría del modelo, sino en su aplicación práctica en redes híbridas y
accesos remotos.

Otra de las tendencias destacadas es la observabilidad, que permite ver lo que
sucede en la infraestructura y entender la causa y la decisión de respuesta. Este
enfoque conecta datos y comprensión, reduciendo la incertidumbre en el
momento de gestionar un incidente. Lo relevante no es acumular registros, sino
interpretar señales de ataque con rapidez para determinar el paso siguiente, sin
fragmentación del análisis.

El peso del error humano

El informe subraya que el error humano sigue siendo la principal puerta de
entrada a los ataques. Por ello, las empresas tendrán que redefinir sus planes
para fortalecer hábitos internos de seguridad y reducir fallos en el uso de
credenciales, enlaces y permisos. En 2026, la seguridad no se evalúa
únicamente por despliegue tecnológico, sino por la capacidad de los equipos
para reconocer riesgos en su actividad diaria.
La IA, según el documento, será un recurso clave para priorizar riesgos y
agilizar decisiones, sin reemplazar el criterio humano en la validación final. El
texto insiste en que su función será ordenar, correlacionar y sugerir, no decidir
de forma autónoma.

Defensa colectiva y ecosistema

La colaboración también gana peso: ninguna empresa puede defenderse sola
ante ataques globales. El intercambio de datos y cooperación entre proveedores
y organizaciones aparece como otra de las claves, porque la defensa es un
proceso compartido que amplía la visibilidad sobre amenazas en circulación.
El informe, recogido en esta noticia, concluye que el cambio de paradigma no
está en señalar responsables, sino en ajustar el reloj de la ciberseguridad a la
rapidez de las amenazas y al comportamiento de los usuarios dentro de las
organizaciones. El lector obtiene así el dato central: la seguridad de 2026
dependerá de responder a tiempo y de reducir fallos humanos con apoyo de IA y
vigilancia continua.

CCOO arrasa en las elecciones sindicales
de Digi Spain Sales Force en Valencia

Leer MásFuente:ccootelecomunicaciones

I Reunión del ERE de AVATEL
Leer MásFuente:ccootelecomunicaciones

MUJER

https://telecomunicaciones.fsc.ccoo.es/noticia:658297--CCOO_firma_I_Convenio_Colectivo_de_las_GBUs&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/2026%20NP%20N46%20%20SECTOR%20TECNOLOGIA%202.pdf
https://telecomunicaciones.fsc.ccoo.es/noticia:747222--Actualizacion_salarial_en_2026_en_Contact_Center&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://telecomunicaciones.fsc.ccoo.es/noticia:748218--PROTEGERNOS_ANTE_LAS_ALERTAS_ROJA_O_NARANJA_DEBE_SER_PRIORITARIO&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://images-editor-acmb.s3.amazonaws.com/images/acumbamail_FCwpZTDGaptyyfW03ZN1/2026%20NP%20N46%20SECTOR%20MUJER.pdf
https://telecomunicaciones.fsc.ccoo.es/noticia:746804--CCOO_Telyco_reclama_a_la_empresa_que_no_incumpla_el_convenio_en_vigor_sobre_solicitud_de_vacaciones_durante_el_Blackfriday&opc_id=
https://telecomunicaciones.fsc.ccoo.es/noticia:658883--Riesgos_Psicosociales_en_las_tiendas_de_Telyco&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://telecomunicaciones.fsc.ccoo.es/noticia:748051--CCOO_arrasa_en_las_elecciones_sindicales_de_Digi_Spain_Sales_Force_en_Valencia&opc_id=
https://telecomunicaciones.fsc.ccoo.es/noticia:658297--CCOO_firma_I_Convenio_Colectivo_de_las_GBUs&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://telecomunicaciones.fsc.ccoo.es/noticia:747509--I_Reunion_del_ERE_de_AVATEL&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://telecomunicaciones.fsc.ccoo.es/noticia:747509--I_Reunion_del_ERE_de_AVATEL&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
https://telecomunicaciones.fsc.ccoo.es/noticia:658297--CCOO_firma_I_Convenio_Colectivo_de_las_GBUs&opc_id=cbb6ee0d262407e0195e420cfb1a1ff8
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¡Síguenos!
Nuevos canales de información
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